Preface

On behalf of the organizing, program, and steering committees, it is a great pleasure to welcome you to the 2013 IEEE International Symposium on Hardware-Oriented Security and Trust (HOST 2013). The HOST meeting is held as a co-located event at DAC 2013 in Austin, TX, June 2 and 3, 2013.

Now in its sixth installment, HOST has received high interest from several communities active in hardware-oriented security. This includes, among others, the embedded systems community, the microprocessor community, the ASIC design community, and the ASIC test community. HOST receives equal interest from the academic world as well as from industry.

This year HOST is receiving support from industry sponsors, emphasizing the increasingly important role of the symposium. We gratefully acknowledge the support from Intel and Microsemi. In addition, HOST receives support from several societies, including the IEEE Computer Society, IEEE Test Technology Technical Council, and IEEE Security and Privacy Society.

HOST received 62 regular submissions; 19 were accepted as a regular paper, and 7 were accepted as posters. This year, the review process followed the rigorous evaluation procedure adopted last year. First, each anonymously submitted paper was reviewed by at least five of the Program committee and organizing committee members. Next, the reviews were cross-verified in an on-line discussion among the PC and organizing committee members that did not have conflicts with the paper authors. This evaluation ensured that the reviews were consistent. Where needed, additional reviews were performed. The final decision of accepting or rejecting a paper was made by consensus among the reviewers. We thank the program and organizing committee for their efforts and their dedication to the quality of the HOST 2013 program.

The two-day program includes, besides the 19 regular presentations and the 7 poster presentations, keynotes by Dr. Ing Ahmad-Reza Sadeghi from TU Darmstadt and Fraunhofer, Dr. Ron Cocchi from Syphermedia International, Daniel DiMase from Honeywell, and Dennis Polla from IARPA. We also have a panel entitled Industry Challenges for Hardware and Embedded Systems Security.

Finally, we would like to thank members of the program committee, organizing committee, and steering committee for their efforts to make HOST more successful with each passing year.
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