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Abstract

Over the past decade, the rapid advances and growth in service-based systems in various applications, such as health care, banking, online retailing, aerospace, social networks and homeland security, have had major impacts on the economy, society, and our daily lives. Today, users are accustomed to accessing various online services from a wide range of intelligent devices, from smart phones, tablets, TVs and air-conditioners to desktop PCs, for both business and entertainments. Such a trend means that more users’ confidential information than ever is transmitted, processed and stored in intelligent service-based systems. This trend raises serious concerns on the trustworthiness of such systems. Substantial research has been devoted to developing security mechanisms, network protocols, and methods to improve the trustworthiness of intelligent systems. Human factors, however, have not been sufficiently addressed trustworthiness in intelligent service-based systems.

Human factors encompass many aspects of trustworthy intelligent service-based systems, from design of trust management for trustworthy intelligent service-based systems and analysis of tradeoff between system usability and security to evaluation of users’ confidence and the usability of the deployed smart systems. Human factors are more important in trustworthy intelligent service-based systems due to complicated interactions among infrastructure providers, service providers, application developers, and users.
In this keynote, the current state of the art of human factors considered in trustworthy intelligent service-based systems will be discussed, especially in how human factors are incorporated in improving system trustworthiness. Challenges and future research directions for human factors in the development of trustworthy service-based systems will be presented.
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Recent years have seen a growing interest among users in the migration of their applications to the Cloud computing environments. However, due to high complexity, Cloud-based services often experience a large number of failures and security breaches, and, consequently, impose numerous challenges on the dependability of users’ applications.

Unfortunately, current dependability solutions focus either on the infrastructure itself or on application analysis, but fail to consider the complex inter-dependencies between system components and application tasks. This aspect is highly crucial especially when Cloud environments are used, as it is increasingly considered nowadays, in mission-critical applications.

This talk will discuss a user-centric, dependability-driven framework that considers the following aspects:

- Deploying and protecting users’ applications in the Cloud infrastructure so as to minimize their exposure to the vulnerabilities in the network. This allows users to run their applications in the Cloud in the most secure manner as possible.
- Offering fault tolerance as a service to the users who need to deploy their applications in the Cloud. This approach allows an application to obtain the required fault tolerance properties from a third party in a transparent manner, and increase its reliability and availability.
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With the shift towards heterogeneous many-core architectures comprised of conventional multi-core CPUs, GPUs, and other types of accelerators, the challenges of parallel programming will sharply rise. Research in high-level programming methodologies, compilation and runtime technologies, as well as in automatic performance tuning will be crucial in order to cope with the ever-increasing complexity of programming such architectures.

In this talk, we argue that a high-level compositional approach to parallel software development in concert with an intelligent runtime system and autotuning techniques can significantly enhance programmability of future parallel systems, while ensuring efficiency and performance portability across a range of different architectures. We report on recent research results of two European projects, PEPPHER and AUTOTUNE, which are addressing the challenges of software development for current and emerging parallel systems, and discuss related research efforts and potential future directions.
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