Message from the Organizers of the Workshop on Security and Trust in the Future Internet

FIST 2009

The First International Workshop on Security and Trust in the Future Internet (FIST 2009) will address all aspects of securing the Future Internet, protecting against emerging threats and vulnerabilities, applying other operational security models and sustaining privacy and trust in the Future Internet. In addition to the regular paper presentation sessions, a panel will be held to discuss the key issues, research challenges, and potential research collaborations.

Recognized researchers from the industry and academia will give dedicated invited talks on routing and identity management problems at the core of the security considerations of an international network of networks.

The goal of this workshop is to ignite fruitful discussions through technical presentations of a dozen of technical papers including novel proposals on the future security and trust topics. We deeply hope that these open discussions among the researchers from different countries will result in further insights into the real difficulties setting up such cross-border environments and a better understanding of the specific constraints of the respective local views to be taken into consideration in future proposals and designs.
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