Message from the Chairs
NFSP 2013

Dear NFSP attendees,

On behalf of the NFSP organizing committee and technical programming committee, we are pleased to welcome you to the Second International Workshop on Network Forensics, Security and Privacy (NFSP 2013).

It has been our great pleasure to serve as program chairs of International Workshop on Network Forensics, Security and Privacy (NFSP) 2013. Congratulations that your papers are accepted to appear in the ICDCS Workshops proceedings. All papers were selected based on their originality, significance, relevance, and clarity of presentation assessed by at least three reviewers.

Cyber space has become an integrated part of human society. At the same time, cyber space has also been providing convenient platforms for crimes, such as financial fraud, information phishing, distributed denial of service attacks, and fake message propagation. In particular, the emergence of social networks has introduced significant security and privacy issues to the public. It is a great and new challenge of fighting against criminals in the cyber space. This field involves various disciplines, such as networking, information theory, mathematical modelling, data mining, machine learning, image and voice processing, neural network, pattern recognition, cryptography and forensic criminology.

We expect that researchers around the globe to share ideas and new perspectives in the field of network forensics, security and privacy via the venue this workshop strives to provide on the beautiful city of Philadelphia, USA. We hope that the workshop and your stay at Philadelphia will be a stimulating, informative, and enjoyable experience to all attendees.

Sincerely,

Shui Yu, Honggang Wang, Xiaodong Lin, and Sushmita Ruj
Program Co-chairs