In Bob Glass’s Loyal Opposition column “Political Reasons for Failed Software Projects” (Nov./Dec. 2004), Johann Rost described how subversive behavior can sabotage software projects. As he points out, there are often stakeholders whose interests are best served (or at least they think they’re best served) if a project fails. This might range from users who believe the project threatens their job to prominent individuals in the organization who feel the project’s success might jeopardize their influence.

In Rost’s scenarios, disaffected individuals capitalize on their roles in an organization to cause innocent-appearing events that threaten the project. For example, they might withhold or delay information, voice vague concerns that needlessly occupy a team’s attention, or insist on overly detailed explanations and plans.

This is just another incarnation of what the security community has long called insider threats. Insiders exploit their legitimate role within an organization to harm it. Their knowledge of and access to the organization pose a substantial threat—probably greater than external threats. In many cases, the only thing preventing insiders from exploiting their privileged access and knowledge is the perception that their interests and the organization’s are aligned. So, if delivering a project on time or making a customer happy is in the insiders’ best interests, you can expect them to contribute and work toward a common goal.

However, when individual and corporate goals aren’t so clearly aligned, a certain segment of the workforce will have no qualms about passively or actively pursuing their own interests at their employer’s cost.

The man in the grey flannel suit

At one time, workers’ self-interests were more closely aligned with the organization because of a symbiotic relationship. Workers would defer their self-interests in return for the certainty that the organization would be there for them. A relative of mine worked for General Electric from 1945 until he retired in the late seventies, and his experience was the norm in those days. This gave rise to the archetypical “man in the grey flannel suit,” as Gregory Peck portrayed so well in the 1956 movie of the same title. If you expected to be employed by a company for 35 years, doing something that would harm its interests would be unimaginable.

For better or worse, those days are gone. Both companies and individuals focus on short-term gains; both view long-term plans and five-year plans as synonymous. Hardly anyone who joins a company in 2005 expects to still be there in 2020. The concept of long-term shared interests has devolved into increasing the value of your stock options portfolio so that you can make a bundle when your company goes public. Moreover, the fealty that employees once felt to their employer is
virtually nonexistent. The recent rash of pension bailouts, outsourcing, and downsizing has aggravated the situation. It’s no surprise that in such a culture, an employer enjoys no special privileges when an individual decides to “go bad.”

Motivations

Employees (or other privileged insiders) who act counter to their organization’s interest have a variety of motivations. However, we can classify most motivations as one of three types.

The first is political—seldom recognized but by far the most common motivation. The insider perceives that their position in the organization is somehow threatened by something going on—an organizational change, a project, or even adopting a new programming language. Even though this event’s success might be good for the organization, the insider views the event as not so good for them. They might try to derail it passively (for example, by withholding information) or actively (say, by “accidentally” deleting project files). The insider is simply seen as having a difficult personality, or as a curmudgeon. Insiders can assuage their guilt by “accidentally” deleting project files. The insider views the event as not so good for them. They might try to derail it passively (for example, by withholding information) or actively (say, by “accidentally” deleting project files).

The second motivation is greed, plain and simple. It ranges from simply pilfering the office supply cabinets and making personal long-distance calls on the company’s nickel to selling customer lists and leaking confidential information (for a price) to competitors. The third motivation is anger. Behaviors we might attribute to political motivation or greed can be due in part to the individual’s anger toward the organization. However, the kinds of actions I mean—for example, resetting the system administrator’s password or defacing an employer’s Web site—have no rational connection to either getting rich or improving the person’s position in the organization. These are just acts of vandalism. Statistics tell us that many times these acts occur after an employee is terminated, but evidence often points to long-term planning prior to termination (for instance, adding back doors to applications or creating bogus accounts with super-user privileges).

Addressing insider threats

To some extent, the first two motivations are easier to address. Anyone with the least amount of organizational savvy can recognize potential political motivation (although, regrettably, some in the high-tech community lack that ability these days). We can easily identify artifacts that people steal to enrich themselves (credit card numbers, valuable trade secrets, customer lists) and take precautions.

On the other hand, actions motivated by anger are much more difficult to address. The very irrationality of these actions makes them hard to preempt. Why on earth would anyone want to put pornographic images on a company’s Web site? Why would someone purposely put a time bomb into their code?

Preempting anger-motivated threats

Recently the US Secret Service’s National Threat Assessment Center and the Software Engineering Institute’s CERT Coordination Center produced a report entitled Insider Threat Study: Computer System Sabotage in Critical Infrastructure Sectors (www.cert.org/archive/pdf/insidercross051105.pdf). The report found that 84 percent of the insider sabotage incidents they studied were at least partially motivated by anger and the perpetrator held a work-related grievance prior to the incident. They also found that a specific work-related event triggered most incidents.

Notably, most of the perpetrators had previously displayed disruptive workplace behavior, including tardiness, truculence, or arguments with coworkers and supervisors. Most of them had also communicated negative sentiments to others, including, in some cases, direct threats of harm to the organization. In the vast majority of incidents, the perpetrator took steps to hide his or her identity.

Unlike attacks motivated by politics and greed, we might best address anger-motivated risks by observing people’s behavior and taking preemptive action.
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For instance, we should track events such as negative performance reviews, demotions, and even the rejection of training requests. We should evaluate such employees’ roles in any ongoing project and take preemptive steps in case they choose to take revenge on the project or organization.

Coordinating negative workplace events so that they occur only during a project’s noncritical phases might be wise in many situations. This is especially true when we know individuals have preexisting grievances against the organization.

On the other hand, organizations must learn to take legitimate grievances seriously and make an honest effort to create fair and equitable workplaces. Ultimately, the best way to address insider threats is to ensure that the worker’s interests are aligned with the employer’s. Sadly, many companies seem to forget this basic premise of management. Peter Gibbons’ observation in the 1999 movie Office Space—“my only real motivation is not to be hassled; that, and the fear of losing my job”—is perhaps more true today in the software industry than ever before. Gibbons goes on to observe, “That will only make someone work just hard enough not to get fired.” That and be an insider threat.

Feedback welcome

We’d like to find out what you think. Have you observed any acts of workplace sabotage? How frequent do you think it is? What proportion of the projects you work on is at least partially affected by insider sabotage? Please write me at warren.harrison@computer.org.
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